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APPLICATION INTEGRATION
SERVICE REQUEST FORM
Purpose
The purpose of the Service Request Form is to gather the initial programmatic, fielding, and service request information that will allow PEO C4I Governance to determine if the candidate application is sufficiently aligned (programmatics and schedule) to warrant a complete Feasibility Assessment.
Purpose
Q: What fields are required?
A: Fields in red text are required and final submission will not be allowed until all required fields are completed. When the Service Request Form is automated on the Common Entry Point (CEP), required fields will be indicated in an obvious manner (e.g., with an asterisk) at the discretion of the web designer.
 
Q: Do I have to complete the Service Request Form all at once.
A: When the SRF is automated in the Common Entry Point (CEP), the user will have the option to save a
draft version and complete it at a later time. The manual (Excel) version can be completed at the submitter's
convenience. The manual version will not be available after CEP roll-out.
 
Q: The SRF asks for "Application Information", but I have a "system". What should I do?
A: The term "application" is used generically to include applications, systems, and products.
 
Q: What is an Enterprise Change Request (ECR) Number?
A: The Enterprise Change Request is a single document that tracks all development stages of PEO C4I
applications and is only required for PEO C4I Applications. This field is optional.
 
Q: What is a DADMS or DITPR-DON number?
A: Department of the Navy Applications and Database Management System (DADMS) and DoD Information
Technology Portfolio Repository (DITPR) - Department of the Navy (DON) are authoritative inventories of Navy IT systems. This field is optional.
 
Q: For "Application Dependencies", do you want a list of applications that my system depends on, or those
that depend on my application?
A: Please specify both. This allows governance to determine fielding alignment with other applications.
SERVICE REQUEST CONTACT INFORMATION
Service Request Form Information
Programmatic Survey Contact Information
Requester Desk Phone
Requester Mobile Phone
Requester Email
Requester Name
Requester Company
Requester Title
Resource Sponsor Contact Information
Desk Phone
Name
Organization
Mobile Phone
Email
APM Contact Information
Organization
Name
Desk Phone
Mobile Phone
Email
Operational Services Survey Coordinator Contact Information
Desk Phone
Name
Organization
Mobile Phone
Email
Desk Phone
Name
Organization
Mobile Phone
Email
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Provide the name of the person submitting this Service Request Form.
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Provide the organization for which you work.  If you are a contractor, please provide contracting company name for which you work.
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Provide the name of the resource sponsor for this system or application.  Generally this will be an OPNAV representative.
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The Resource Sponsor provides funding to the various SYSCOMS and their related Program Executive Offices through Program Objective Memoranda (POMs). For Navy systems and applications, the resource sponsor is OPNAV. (This is at the OPNAV N code level such as N3, N4, N/2N6, N8). Other services and HQ USMC systems/applications not managed by the navy may not have a OPNAV resource sponsor. For these systems/applications note the service that’s responsible for funding the system/application. 
After we receive your service request form we will forward you a Feasibility Assessment Survey as the next step in integrating your application into the appropriate Afloat Network(s).  This Survey is divided into two sections:  an Operational Services Survey that addresses technical issues and a Professional Services Survey that addresses functional/programmatic issues.  Although these surveys may involve input from many members of your staff, experience has shown that it is helpful to have a single POC for coordinating each of the two portions of the survey.  Please identify an Operational Services Survey Coordinator.
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After we receive your service request form we will forward you a Feasibility Assessment Survey as the next step in integrating your application into the appropriate Afloat Network(s).  This Survey is divided into two sections:  an Operational Services Survey that addresses technical issues and a Professional Services Survey that addresses functional issues including ILS and training, Certification & Accreditation, Installation, Help Desk Support, Software Support Activity, Test & Evaluation, and Configuration Management.  Although these surveys may involve input from many members of your staff, experience has shown that it is helpful to have a single POC for coordinating each of the two portions of the survey.  Please identify a Professional Services Survey Coordinator.
Application/System Information
Application/System Name
Application/System Acronym
Version Number or Designation
ICR/SRF submitted for
previous version of application/system
Please tell us if a previous ICR/SRF has been submitted for this application/system
Processing of your service request may be expedited by pulling information from previous assessment packages. 
Application/System Description
Is this a program of record?
Please select if this is a program of record
A POR is a program with an approved ACAT level (ACAT 1/2/3/4) IAW the DOD 5000 instruction and the associated SECNAV 5000 instruction.  It is formally assigned to a program manager who reports via a PEO to the service acquisition executive and in the case of ACAT 1 programs to the DOD acquisition executive.  The PM has legal Title 10 authority and responsibility for the dollars spent on the program.
Application or System
Please select if this is an application or a system
A system is differentiated from an application by the fact that a system includes hardware components in addition to software.  An application is considered software-only.
Fielding Information
Date of first fielding 
and/or name of first installation platform
Priority
PMW 160 Tactical Network to be hosted or connected to:
Security enclave(s) to be installed or connected to:
APPLICATION/SYSTEM
INFORMATION
Registered in DADMS
Please select if it is registered in DADMS
DON Application and Database Management System (DADMS) is the authoritative source for network, server, and application registration. CANES Initial Implementation and Action Message (07DEC09) Para 4.a(4-6) - "Each version of each application used in systems, family of systems, and systems of systems that will be connect to and/or hosted in the CANES/CCE must be registered and Functional Aread Manager (FAM)-Approved in the Depart of Navy Application and Database Management Syster, (DADMS)...  Each Database used in systems, family of systems, and systems of systems that will be connected to and/or hosted in the CANES CCD must be registered in DADMS... Each IP Network ... on each ship and/or submarine must be registered in DADMS"
Registered in a SCI
system application registry?
Please select if it is registered in a SCI system application registry
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Emergency: Identifies a new version of an application, software or system that if not implemented, affects national security, identifies hazardous conditions that could result in a fatality or serious injury to personnel or extensive damage to equipment or environmental and/or other requirement designated "critical" to operation. Seriously affect the ability of the unit to perform its mission.Urgent: Identifies a new version of an application, software or system that if not completed expeditiously may seriously compromise mission effectiveness, and no known work around solution is known. This is the appropriate priority for the development of new capabilities requiring rapid implementation. Routine: Identifies a new version of an application, software or system that results in user / operator inconvenience or annoyance but does not affect a required operational or mission essential capability of the system. Identifies "nice-to-have" features.
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In order to perform basic fielding alignment and scheduling for processing of this Service Request, please provide the anticipated date or first platform for fielding of this version of the system or applications on the PMW 160 Tactical Networks specified above.
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Indicate the PMW 160 Tactical Network that you intend for your application/system to be hosted by or connected to.  If you are unsure, please contact the AI Lead Engineer for an initial evaluation.
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Indicate the network security enclave(s) that you intend to install in or connect to.  If you are unsure, please contact the AI Chief Engineer for an initial evaluation.
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Provide the name of the system or application.  Please be consistent with the name as specified in government registries such as DADMS and DITPR-DON.
.\images\Info.jpg
Provide the version number (e.g., 4.0.3) or designation (e.g., MR1 P2) of the system or application for which this service request applies.  Note that subsequent versions of the same system will require new Service Request Forms to be submitted in order to evaluate the network resource consumption and feasibility of the subsequent versions.
Processing of your service request may be expedited by pulling information from previous assessment packages. 
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Provide a description of the operational capabilities and benefit to the warfighter provided by this application or system.
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A POR is a program with an approved ACAT level (ACAT 1/2/3/4) IAW the DOD 5000 instruction and the associated SECNAV 5000 instruction.  It is formally assigned to a program manager who reports via a PEO to the service acquisition executive and in the case of ACAT 1 programs to the DOD acquisition executive.  The PM has legal Title 10 authority and responsibility for the dollars spent on the program.
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A system is differentiated from an application by the fact that a system includes hardware components in addition to software.  An application is considered software-only.
.\images\Info.jpg
DON Application and Database Management System (DADMS) is the authoritative source for network, server, and application registration. CANES Initial Implementation and Action Message (07DEC09) Para 4.a(4-6) - "Each version of each application used in systems, family of systems, and systems of systems that will be connect to and/or hosted in the CANES/CCE must be registered and Functional Aread Manager (FAM)-Approved in the Depart of Navy Application and Database Management Syster, (DADMS)...  Each Database used in systems, family of systems, and systems of systems that will be connected to and/or hosted in the CANES CCD must be registered in DADMS... Each IP Network ... on each ship and/or submarine must be registered in DADMS"
Enterprise Change Request (ECR)
Ship Change Document (SCD) Number
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The ECR serves as the change process driver and is used to gather and document approvals and information throughout the initiation and technical solution development stages of the configuration control process. At a high level, the ECR is used to document needs or problems, technical assessments and the approvals of technical solutions. The ECR combines the NCR, ECP and the various checklists previously used. The ECR provides for a collaborative and gated review process to establish baselines and track changes against those baselines.  The ECR is only applicable to PEO C4I applications.
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The Ship Change Document is the single authorized document for all ship changes in a single authoritative database known as the Navy Data Environment-Navy Modernization (NDE-NM).
APPLICATION/SYSTEM
INFORMATION
Services
Select Services
Application and System Dependencies
Is the application/system dependent on any other
shipboard applications or systems not provided by your application/system?
Please select is this application/system is dependent on any shipboard databases
Please select is this application/system is dependent on any other shipboard applications or systems
Is the application/system dependent on any
shipboard databases not provided by your application/system?
Application/System Name
Version
Application/System Name
Version
See the description of all available services.  Alternately, you may view a hardcopy of the PMW 160 Service Catalog available on the CEP home page.  Select each service that you think your system or application may need from the network infrastructure.  If you need assistance in determining your potential service requirements, please contact the AI Lead Engineer.  Your service selections will be verified by an AI Engineer during the Feasibility Analysis phase of  your service request.
.\images\Info.jpg
.\images\Info.jpg
Identify any shipboard systems or applications on which your system or application depends and which your system or application does not provide.  For instance, if your application depends on GCCS-M 4.0.3 for track data, list GCCS-M 4.0.3. The purpose of this query is to identify fielding dependencies early in the process to ensure coordinated service request processing and fielding.
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Identify any shipboard databases on which your system or application depends and which your system or application does not provide.  For instance, if your application depends on a particular version of MIDB, list MIDB.  The purpose of this query is to identify fielding dependencies early in the process to ensure coordinated service request processing and fielding.
(Hover over each item to see a description)
SERVICE REQUEST
SUBMISSION
Clicking the submit button states that all information provided is valid data and the service request form is ready to be submitted to AI CEP for processing.
 
Once the submit button is clicked a new email will be created in your email application automatically filling in the “To” and “Subject” field and attaching the service request form. You will need to send the email. If a new email is not created, please save the form and attach it in an email to CANESinfo.fcm@navy.mil.
9.0.0.0.20091029.1.612548.606130
	Provide the name of the person submitting this Service Request Form.: 
	Provide the organization for which you work.  If you are a contractor, please provide contracting company name for which you work.: 
	Phone_no: 
	Phone_mobile: 
	EmailAddress: 
	Title: 
	Provide the name of the resource sponsor for this system or application.  Generally this will be an OPNAV representative.: 
	The Resource Sponsor provides funding to the various SYSCOMS and their related Program Executive Offices through Program Objective Memoranda (POMs). For Navy systems and applications, the resource sponsor is OPNAV. (This is at the OPNAV N code level such as N3, N4, N/2N6, N8). Other services and HQ USMC systems/applications not managed by the navy may not have a OPNAV resource sponsor. For these systems/applications note the service that’s responsible for funding the system/application. : 
	SponsorPhoneNumber: 
	SponsorPhoneMobile: 
	SponsorEmailAddress: 
	AP_PM_APM_Name: 
	AP_PM_APM_Organization: 
	AP_PM_APM_Phone_Desk: 
	AP_PM_APM_Phone_Mobile: 
	AP_PM_APM_Email: 
	AP_ILS_Lead_Phone_Desk: 
	After we receive your service request form we will forward you a Feasibility Assessment Survey as the next step in integrating your application into the appropriate Afloat Network(s).  This Survey is divided into two sections:  an Operational Services Survey that addresses technical issues and a Professional Services Survey that addresses functional issues including ILS and training, Certification & Accreditation, Installation, Help Desk Support, Software Support Activity, Test & Evaluation, and Configuration Management.  Although these surveys may involve input from many members of your staff, experience has shown that it is helpful to have a single POC for coordinating each of the two portions of the survey.  Please identify a Professional Services Survey Coordinator.: 
	AP_ILS_Lead_Organization: 
	AP_ILS_Lead_Phone_Mobile: 
	AP_ILS_Lead_Email: 
	AP_Technical_Lead_Phone_Desk: 
	After we receive your service request form we will forward you a Feasibility Assessment Survey as the next step in integrating your application into the appropriate Afloat Network(s).  This Survey is divided into two sections:  an Operational Services Survey that addresses technical issues and a Professional Services Survey that addresses functional/programmatic issues.  Although these surveys may involve input from many members of your staff, experience has shown that it is helpful to have a single POC for coordinating each of the two portions of the survey.  Please identify an Operational Services Survey Coordinator.: 
	AP_Technical_Lead_Organization: 
	AP_Technical_Lead_Phone_Mobile: 
	AP_Technical_Lead_Email: 
	RequestDate: 
	Provide the name of the system or application.  Please be consistent with the name as specified in government registries such as DADMS and DITPR-DON.: 
	SystemAcronym: 
	Provide the version number (e.g., 4.0.3) or designation (e.g., MR1 P2) of the system or application for which this service request applies.  Note that subsequent versions of the same system will require new Service Request Forms to be submitted in order to evaluate the network resource consumption and feasibility of the subsequent versions.: 
	yes: 
	no: 
	Please provide the SRF or ICR number of the most recently processed version.: 
	Provide a description of the operational capabilities and benefit to the warfighter provided by this application or system.: 
	por-yes: 
	por-no: 
	I, II, III, IA, Non-ACAT - Acquistion Categories (ACAT) are defined in DOD Instruction 5000.2. Air Force Instruction, 63-101, Operations of Capability Based Acquisition System, defines an Acquisition Program as a directed, funded effort designed to provide a new, improved, or continuing materiel, weapon, or information system capability in response to a validated operational or business need that supports operational requirements. Acquisition programs are designated by the Acquisition Executive to fall within categories (ACAT) which are established to facilitate decentralized decision-making, execution, and compliance with statutory requirements.  Technology projects, service contracts or supply contracts that have not been designated as ACATs are not acquisition programs. AFI 63-101 mentions non-ACATs in the context of being an acquisition program but provides no definition.  (https://akss.dau.mil/askaprof-akss/qdetail2.aspx?cgiSubjectAreaID=14&cgiQuestionID=26970): 
	Provide the Program Office which manages this Program of Record (e.g., PMW 120): 
	application: 
	system: 
	Provide the version number or designation of the parent system: 
	Provide the acronym of the parent system (e.g., NIAPS, NFSA, etc.): 
	Specify whether this application is historically fielded independently (e.g., is responsible for its own fielding) or is fielded as part of a system (e.g., NIAPS, NFSA). PEO C4I Tactical Networks include ISNS, SubLAN, SCI Networks, CANES, CENTRIX-M, SWAN, and ADNS. Examples of Non-PEO C4I Tactical Network systems include NFSA, NIAPS: 
	In order to perform basic fielding alignment and scheduling for processing of this Service Request, please provide the anticipated date or first platform for fielding of this version of the system or applications on the PMW 160 Tactical Networks specified above.: 
	Emergency: Identifies a new version of an application, software or system that if not implemented, affects national security, identifies hazardous conditions that could result in a fatality or serious injury to personnel or extensive damage to equipment or environmental and/or other requirement designated "critical" to operation. Seriously affect the ability of the unit to perform its mission.Urgent: Identifies a new version of an application, software or system that if not completed expeditiously may seriously compromise mission effectiveness, and no known work around solution is known. This is the appropriate priority for the development of new capabilities requiring rapid implementation. Routine: Identifies a new version of an application, software or system that results in user / operator inconvenience or annoyance but does not affect a required operational or mission essential capability of the system. Identifies "nice-to-have" features.: 
	Hosted_or_Connected_to_ISNS: 
	Hosted_or_Connected_to_SubLAN: 
	Hosted_or_Connected_to_SCI: 
	Hosted_or_Connected_to_SWAN: 
	Dont_know_hosting_or_connection: 
	Hosted_or_Connected_to_ADNS: 
	Hosted_or_Connected_to_CANES: 
	Security_Enclave_Unclass: 
	Security_Enclave_Secret: 
	Security_Enclave_SCI: 
	Security_Enclave_Coalition: 
	DADMS-yes: 
	DADMS-no: 
	Provide link to DADMS web site in case submitter does not know DADMS ID.: 
	DITPR-DON is the single, authoritative source for data regarding DON IT systems, including National Security Systems. Registration of mission-critical, mission-essential and mission-support systems in DITPR-DON is central to establishing an accurate and reliable enterprise-wide inventory. Additionally, DITPR-DON is used to satisfy statutory and management reporting requirements, including Federal Information Security Management Act reporting and the Business Management Modernization Program certification process. CANES Initial Implementation and Action Message (07DEC09)Para 4.a(3) - EACH SYSTEM VERSION AND/OR VARIANT CONTAINED IN SYSTEMS, FAMILY OF SYSTEMS AND SYSTEMS OF SYSTEMS THAT WILL BE CONNECTED TO AND/OR HOSTED IN THE CANES/CCE MUST BE FULLY REGISTERED IN THE DEPARTMENT OF DEFENSE INFORMATION TECHNOLOGY PORTFOLIO REPOSITORYDEPARTMENT OF NAVY (DITPR-DON): 
	SCI-yes: 
	SCI-no: 
	SCIRegistryName: 
	SCIRegistryNumber: 
	CANES Initial Implementation and Action Message (07DEC09)Para 4.a(4-6) - "Each version of each applciation used in systems, family of systems, and systems of systems that will be connecte to and/or hosted in the CANES/CCE must be registered and Functional Aread Manager (FAM)-Approved in the Depart of Navy Application and Database Management Syster, (DADMS)...  Each Database used in systems, family of systems, and systems of systems that will be connected to and/or hosted in the CANES CCD must be registered in DADMS... Each IP Network ... on each ship and/or submarine must be registered in DADMS" : 
	The ECR serves as the change process driver and is used to gather and document approvals and information throughout the initiation and technical solution development stages of the configuration control process. At a high level, the ECR is used to document needs or problems, technical assessments and the approvals of technical solutions. The ECR combines the NCR, ECP and the various checklists previously used. The ECR provides for a collaborative and gated review process to establish baselines and track changes against those baselines.  The ECR is only applicable to PEO C4I applications.: 
	The Ship Change Document is the single authorized document for all ship changes in a single authoritative database known as the Navy Data Environment-Navy Modernization (NDE-NM).: 
	Service Description:Provides physical and logical interface to platform LAN and access to WAN  This service adheres to the following standards:• Wired Access: 10/100/1000 TX, 100FX, 1000SX• Wireless Access: IEEE 802.11• Dynamic address assignment: DHCP• Name Resolution: DNS• Address advertisement: OSPF• IPv4• IPv6Capabilities Included:The following are included:• Wired and Wireless Access• Static and Dynamic address assignment• Name Resolution• Address advertisement: 
	Service Description:   Accepts video inputs, converts video into an IP stream, decodes IP video stream into video This service adheres to the following standards:• Video input:  NTSC, PAL, ATSC, DVI, DVB, Composite video, Mono and stereo audio feeds, and computer graphics• Video output: NTSC, PAL, ATSC, HD-15, DVI, DVB, composite video, mono and stereo audio feeds, and computer graphics.• Video distribution: ITU-T G.711, G.722.1, G.728, H.239, H.261, H.263, and H.264.The following are included:• Video capture• Video distribution: 
	Service Description:Provides data processing and data storage for client based applications This service adheres to the following standards:• Data Processing hardware: X86 and SPARC• Server Virtualization: VMWARE• Operating Systems: Windows Server 2003, Windows Server 2008, Red Hat Enterprise Linux 5.0, Solaris 10• Data Storage: SCSI, iSCSI, NFS, CIFS• I/O ports: RS-232 and USB, 1000SXThe following are included:• Data Processing hardware• Operating System• Data Storage• I/O ports: 
	Service Description:Provides data processing and data storage for client based applications This service adheres to the following standards:• Data Processing hardware: X86 • Operating Systems: Windows XP, Windows Vista, Red Hat Enterprise Linux•  I/O ports - RS-232 and USB, 10/100TX, 802.11 The following are included:• Data Processing hardware• Operating System• Data Storage• I/O ports: 
	Service Description:Provides end user data processing and data storage devices This service adheres to the following standards:• Data Processing hardware: X86 • Operating Systems: Windows XP, Windows Vista, Red Hat Enterprise Linux• I/O ports: RS-232 and USB, 10/100TX, 802.11The following are included:• Desktops• Laptops• Operating System: 
	Service Description:Provides printing services and printers This service adheres to the following standards:• Resolution – B&W 1200 x 1200 dpi, color 600 x 600 dpi• Paper Size - Letter, legal, executive, No. 10 envelopes, Monarch envelopesThe following are included:• Black and White• Color: 
	Service Description:Provides network time synchronization This service adheres to the following standards:• NTP, SNTP: 
	Service Description:Provides client based applications to automate the processes used to create, read, update, delete and transfer information. This service adheres to the following standards:• Microsoft Office• Internet Explorer• Microsoft Media Player• Chat: XMPPThe following are included:• Word processing • Spreadsheet • Database• Presentation generation• Email client• Audio/video playback• Web browsing• Chat client• Instant messaging client: 
	Service Description:Provides server based applications to automate the processes used to create, read, update, delete and transfer information. This service adheres to the following standards:• Email and Calendaring - SMTP, MAPI• Database - SQL• File Transfer – FTP, CIFS, NFS• Web Access and Hosting – http, https, html, ASP, JSPThe following are included:• Email Services • Calendaring Services• Database Services• File Transfer Services• Chat Services• Knowledge Management Infrastructure Services• Web Access and Hosting and Services: 
	Service Description:Data and services in an enterprise environment are represented in a variety of formats.  Mediation services help to bridge information exchange between data producers and consumers.  These services include data transformation, aggregation, service orchestration, and adaptation. Data transformation changes data from one form to another. Service orchestration works on behalf of a consumer to coordinate a workflow. Service adaptation solves the problem of converting between rules used by one service into that required by another while maintaining the integrity of the message being sent through the SOA.This service adheres to multiple standards:Extensible Style-sheet Language Transformations (XSLT) 1.0 http://www.w3.org/TR/xslt XQuery 1.0 http://www.w3.org/TR/xquery/ Java Specification Request (JSR) 112: Java 2 Enterprise Edition (J2EE) Connector Architecture 1.5 http://www.jcp.org/en/jsr/detail?id=112 JSR 222: Java Architecture for XML Binding (JAXB) 2.0 http://www.jcp.org/en/jsr/detail?id=222 While no ESB standard exists, the Core Services Version 1.0 implementation achieves mediation through protocol adaptation, data transformation, and service routing.  The aspects demonstrated in the Core Services Code Example in the mediation service solution are: • Configuration of a Java Message Service (JMS) protocol adapter • Creation of a Simple Object Access Protocol (SOAP) over HTTP action handler • Configuration of a message flow with data transformation : 
	Service Description:While no ESB standard exists, the Core Services Version 1.0 implementation achieves mediation through protocol adaptation, data transformation, and service routing.  The aspects demonstrated in the Core Services Code Example in the mediation service solution are: • Configuration of a Java Message Service (JMS) protocol adapter • Creation of a Simple Object Access Protocol (SOAP) over HTTP action handler • Configuration of a message flow with data transformation Refer to Section 3.2 of the ISNS Incr 1 Mod 5 Early Adopter Developer’s Guidance for Core Services Version 1.0 for additional information. This service adheres to two standards:JSR-914: JMS 1.1 http://java.sun.com/products/jms/ Web Services Interoperability (WS-I) Basic Profile http://www.ws-i.org/Profiles/BasicProfile-1.1 1.1.html The Core Services Version 1.0 implementation achieves interaction through message passing. The aspects demonstrated in this messaging service solution are:• WS-I Basic Profile Messaging via a Java API for XML Web Services (JAX-WS) service• JMS publish/subscribe messaging via ESB: 
	Service Description:In a shipboard environment, systems and applications need to leverage each other's capabilities to reduce redundant implementation of functionality. The ability for systems to discover services amongst each other is an essential requirement for the Navy. Discovery of services is achievable through establishment of a SOA environment, wherein service providers can publish their service in a common registry accessible by consumers over the network. Through adherence to SOA best practices and governing specifications, publishers and consumers can interoperate and interact with each other. Taxonomies are created in discovery registries to categorize common services within an enterprise, thereby making the accessibility and discovery of these services more intuitive for consumers.This service achieves awareness through the creation of descriptions, making them available, and discovering these descriptions. In doing so, it adheres to two standards: Universal Description, Discovery, and Integration (UDDI) 2.0 ( http://uddi.org/pubs/ProgrammersAPI_v2.htm )JSR-93: Java API for extensible Markup Language (XML) Registries (JAXR) 1.0 (http://jcp.org/en/jsr/detail?id=93)The Core Services Version 1.0 implementation achieves awareness through the creation of descriptions, making them available, and discovering these descriptions. The aspects demonstrated in this service discovery solution are:• Making the WSDL descriptions available through the UDDI Version 2.0 publication service to the registry• Discovering the descriptions though the inquiry service provided by the UDDI Version 2.0 registry: 
	Service Description:The presentation layer sits as an abstraction from the data-oriented services loosely coupling the logic from the user interface. This enables visible interfaces to be altered or replaced without affecting system operations. The presentation layer also allows users tasked to multiple efforts to configure their view (i.e., a browser displaying a portal) to reflect what is relevant to them.This service adheres to two standards:Web Services for Remote Portlets (WSRP) 1.0 http://www.oasisopen.org/committees/download.php/3343/oasis- 200304-wsrp-specification-1.0.pdf JSR-168: Portlet Specification and API 1.0 http://jcp.org/en/jsr/detail?id=168 The Core Services Version 1.0 implementation achieves visibility and context through user and community of interest customized portals. The aspects demonstrated in this presentation service solution are:• A JSR-168 portlet that interacts with a Web service• Configuration and endpoint exposure of a portlet via WSRP: 
	Service Description:An orchestration service provides operation-based solutions through the arrangement of a series of services and execution thereof in a synchronous or asynchronous manner. In other words, Web services orchestration refers to the interaction of Web services at the message level to create a long-lived, transactional, multi-step process model. The composite business process model can, in turn, be published as a higher-level service. This capability changes the way normal SOA service invocation occurs. Orchestration automates the execution of services pertinent to a mission incorporating industry-based standards and protocols. Orchestration is primarily achieved through use of the industry-based standard Business Process Execution Language (BPEL).This service adheres to two standards:Business Process Execution Language for Web Services (BPEL4WS) 1.1 http://download.boulder.ibm.com/ibmdl/pub/software/dw/specs/ws-bpel/ws-bpel.pdf  Web Services Business Process Execution Language (WS-BPEL)http://docs.oasis-open.org/wsbpel/2.0/wsbpel-v2.0.htmlThe Core Services Version 1.0 implementation achieves service composition through orchestration. The aspects demonstrated in this orchestration service solution are:• Definition of a composite service with BPEL: 
	Service Description:The visualization service is comprised of geospatial information and services made available across any network, application, or platform. This service provides the opportunity for geospatial data to be integrated with services and applications. Those services and data conform to Open Geospatial Consortium (OGC) specifications such as the Geography Markup Language (GML), Web Map Service (WMS), Web Feature Service (WFS), and Web Coverage Service (WCS).This service adheres to three standards:WFS 1.0 http://www.opengeospatial.org/standards/wfs WMS 1.1.1 http://www.opengeospatial.org/standards/wms WCS 1.0 http://www.opengeospatial.org/standards/wcs: 
	Continuously collects utilization data of services and their associated hardware and software configuration items over time.This service adheres to the following standards:• SNMP v2, v3• WMIThe following are included:• Data collection scope and rates are user configurable: 
	Service Description:Continuously collects utilization data of services and their associated hardware and software configuration items over time.This service adheres to the following standards:• SNMP v2, v3• WMIThe following are included:• Data collection scope and rates are user configurable: 
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